SISTEMUL ELECTRONIC CENTRAL DE INFORMATII PRIVIND PLATILE (CESOP)

DECLARATIE DE CONFIDENTIALITATE -

Prelucrarea datelor cu caracter personal are loc de catre autorititile competente ale statelor
membre mentionate la articolul 3 din Regulamentul (UE) nr. 904/2010 al Consiliului privind
cooperarea administrativd si combaterea fraudei in domeniul taxei pe valoarea addugata.
Acestia sunt enumerati in Jurnalul Oficial al Uniunii Europene (2017/C 155/03) si actioneaza
impreuni in calitate de operatori. In continuare, autorititile competente ale statelor membre
sunt denumite ,,noi” sau ,,nostru” sau ,,al nostru”. Comisia actioneaza in numele autoritatilor
competente ale statelor membre in calitate de persoand imputernicita de operator.

In cazul in care ne referim in Intregul document la ,dumneavoastra” sau la ,al

dumneavoastrd” in calitate de persoand vizatd, aceastd trimitere include, de asemenea,
persoanele vizate care sunt persoane impozabile.

1. Introducere

Noi, autoritatile competente ale statelor membre, ne angajam sd va protejam si sa va
respectam viata privata.

Intrucat CESOP prelucreaza date cu caracter personal, se aplici Regulamentul (UE) 2016/679
al Parlamentului European si al Consiliului din 27 aprilie 2016 privind protectia persoanelor
fizice in ceea ce priveste prelucrarea datelor cu caracter personal si privind libera circulatie a
acestor date si de abrogare a Directivei 95/46/CE (Regulamentul general privind protectia
datelor — RGPD).

Aceastd declaratie de confidentialitate explicd motivele prelucrarii datelor dumneavoastra cu
caracter personal, modul in care acestea sunt colectate si gestionate si modul in care este
asigurata protectia datelor dumneavoastrd cu caracter personal. In plus, prezenta declaratie de
confidentialitate se refera la:

e care dintre datele dumneavoastra cu caracter personal sunt prelucrate;

e modul in care sunt utilizate datele dumneavoastra cu caracter personal;

e pentru cat timp sunt pastrate/stocate datele dumneavoastra cu caracter personal;
e cine are acces la datele dvs. cu caracter personal,

e care sunt drepturile dumneavoastra in calitate de persoana vizata si

e cum va puteti exercita aceste drepturi.



Noi, autorittile competente ale statelor membre, actionam in calitate de operatori asociati, iar
Comisia Europeana doar in calitate de persoand imputernicitd de operator.

2. De ce prelucram datele dumneavoastra cu caracter personal?

Prestatorii de servicii de platd (PSP) care ofera servicii de plata in UE trebuie sd monitorizeze
beneficiarii platilor transfrontaliere. Incepand cu 1 ianuarie 2024, acestea trebuie s transmita
administratiilor statelor membre ale UE informatii cu privire la cei care primesc peste 25 de
plati transfrontaliere pe trimestru.

Aceste informatii sunt stocate in baza de date a Sistemului electronic central de informatii
privind platile (CESOP), unde vor fi agregate si verificate incrucisat cu alte baze de date
europene. Toate informatiile din CESOP sunt puse la dispozitia expertilor antifraudad din
statele membre prin intermediul Eurofisc, reteaua UE de experti antifrauda din cele 27 de
state membre si Norvegia.

Aceste noi masuri ofera autoritdtilor fiscale din statele membre instrumentele adecvate pentru
a detecta posibilele riscuri in materie de TVA si fraudele in materie de TVA comise de
vanzatori stabiliti intr-un alt stat membru sau intr-o tara din afara UE.

Ne este permis sa procesam datele dvs. personale pe baza:

e Directiva 2006/112/CE a Consiliului

e Regulamentul (UE) nr. 904/2010 al Consiliului

e Regulamentul de punere in aplicare (UE) 2022/1504 al Comisiei
e Regulamentul de punere in aplicare (UE) nr. 79/2012 al Comisiei
e Regulamentul (UE) 2020/283 al Consiliului

e [Legislatia nationala in materie de TVA

Temeiul juridic pentru informatiile care trebuie furnizate de prestatorii de servicii de plata
este prevazut in Directiva 2006/112/CE a Consiliului.

Temeiul juridic pentru schimbul de date si de informatii privind TVA este Regulamentul
(UE) nr. 904/2010 al Consiliului din 7 octombrie 2010 privind cooperarea administrativa si
combaterea fraudei Tn domeniul taxei pe valoarea adaugatd si Regulamentul de punere in
aplicare (UE) nr. 79/2012 al Comisiei din 31 ianuarie 2012.

Ca parte a gamei de date care urmeaza sa fie transmise catre CESOP, prelucram datele
dumneavoastrd cu caracter personal pentru a detecta pierderile de TVA/eludarea TVA, in
special potentialele riscuri transfrontaliere in materie de TVA aferente comertului electronic
si frauda Tn materie de TVA, si pentru a lua masurile necesare in vederea combaterii oricarui
tip de actiune ilegala in acest sens.



Toate informatiile din CESOP sunt puse la dispozitia expertilor antifrauda ai statelor membre
prin intermediul Eurofisc, In deplind conformitate cu principiile stabilite In Regulamentul
(UE) 2016/679 (RGPD). Aceasta include, de asemenea, procesul decizional automatizat,
dupa caz.

Datele trimise statelor membre pot fi stocate si prelucrate de statele membre respective in
afara Sistemului electronic central de informatii privind platile, in conformitate cu legislatia
nationald respectiva si pe baza declaratiilor nationale de confidentialitate.

3. Ce date cu caracter personal colectam si prelucram?

Date cu caracter personal inseamnd orice informatii referitoare la dvs., In calitate de
persoana fizica identificata sau identificabila (beneficiarii platii nu trebuie sa fie confirmati
in acest sens).

Sunt prelucrate urmatoarele (categorii de) date cu caracter personal:

1. Numele beneficiarului platii
2. Numirul TVA/NIF/alt numar de identificare al beneficiarului platii

3. Adresa beneficiarului plitii'

Pentru a ne executa activitatile, solicitdm si obtinem datele dvs. personale de la PSP, inclusiv
variatii ale acestor date de identificare personald stocate pentru persoanele vizate. Astfel de
modificari trebuie furnizate in cazul unei cereri de acces la date.

a. Legalitatea operatiunii de prelucrare

Prelucrarea este legald si necesara pentru respectarea unei obligatii legale care ne revine
noud, autoritatilor competente ale statelor membre, sau in cazul in care prelucrarea este
necesara pentru indeplinirea unei sarcini care serveste unui interes public sau care rezulta din
exercitarea autoritatii publice cu care este investitd institutia sau organul Uniunii. Temeiul
juridic pentru confirmarea valabilitatii unui numar de identificare in scopuri de TVA, precum
si a denumirii si adresei asociate este capitolul V din Regulamentul (UE) nr. 904/2010 al
Consiliului.

4. Cat timp pastram datele dvs.?

! Adresa beneficiarului platii, inclusiv toate variatiile acestor date de identificare personald stocate pentru
persoanele vizate.



In scopul CESOP si in conformitate cu articolul 1 alineatul (2) litera (c) din Regulamentul
(UE) 2020/283 al Consiliului, precum si cu articolul 24c din Regulamentul (UE) nr. 904/2010
al Consiliului, Comisia stocheaza datele dumneavoastra, in numele statelor membre, pentru o
perioada de pastrare de 5 ani de la sfarsitul anului in care informatiile i-au fost transmise.

5. Cum va protejam datele?

Comisia garanteaza ca sunt instituite toate masurile organizatorice si tehnice de securitate
adecvate, menite sa protejeze datele dumneavoastra cu caracter personal Impotriva distrugerii
sau pierderii accidentale si ilegale, precum si impotriva accesului, modificarii sau transmiterii
neautorizate.

Am implementat urméatoarele masuri de securitate:

e canale de comunicare securizate pentru protejarea datelor in tranzit;

e criptarea datelor de catre Comisie pentru a proteja datele colectate la nivelul
sistemului central CESOP;

e proceduri definite pentru gestionarea accesului utilizatorilor;

e mecanisme de control al accesului utilizatorilor pentru a preveni accesul
neautorizat la datele centrale ale CESOP;

e monitorizarea centrala si auditul aspectelor legate de calitatea datelor de catre
echipa operationala a CESOP;

e mecanisme automatizate pentru a se asigura cad stocarea datelor in sistem este
conforma cu politicile de pastrare a datelor.

Lista de mai sus nu este exhaustiva.

Utilizarea serviciului central CESOP este monitorizatd si analizatd indeaproape zilnic de
Comisia Europeanad, si anume de contractantii sdi, pentru a bloca utilizarea abuziva a CESOP.
In situatiile in care anumite actiuni ar fi recunoscute ca utilizare abuziva a serviciului,
initiatorul cererii (adresele IP specifice) va fi blocat si se vor lua masuri adecvate.

Sistemele Comisiei Europene sau ale contractantilor sii care efectueaza operatiuni de
prelucrare in numele Comisiei Europene respectd Decizia (UE, Euratom) 2017/46 a Comisiei
din 10 ianuarie 2017 privind securitatea sistemelor informatice si de comunicatii in cadrul
Comisiei Europene.

Contractantii Comisiei au obligatia de a respecta o clauza contractuala specifica pentru orice
operatiune de prelucrare a datelor dumneavoastra in numele nostru sau al Comisiei, precum si
obligatiile de confidentialitate care decurg din transpunerea Regulamentului (UE) 2018/1725
al Parlamentului European si al Consiliului din 23 octombrie 2018 privind protectia
persoanelor fizice 1n ceea ce priveste prelucrarea datelor cu caracter personal de catre
institutiile, organele, oficiile si agentiile Uniunii si privind libera circulatie a acestor date si de
abrogare a Regulamentului (CE) nr. 45/2001 si a Deciziei nr. 1247/2002/CE.
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Pentru dezvoltarea si intretinerea sistemului informatic, Comisia contracteazd prestatori
externi de servicii (contractanti). Acesti contractanti au un agent de securitate desemnat, al
carui rol este de a asigura punerea in aplicare adecvatd a securitatii. Respectarea
regulamentului privind protectia datelor este impusa de contractele individuale.

. Ae

6. Cine are acces la datele dumneavoastra si cui 1i sunt divulgate?

L]

In conformitate cu articolul 24d din Regulamentul (UE) nr. 904/2010 al Consiliului, accesul
la CESOP se acordd numai functionarilor de legatura Eurofisc care detin un identificator
personal de utilizator pentru CESOP si in cazul in care accesul respectiv este legat de o
investigatie privind riscurile suspectate in materie de TVA sau este destinat sd detecteze
frauda in materie de TVA.

Comisia dispune de garantiile si acordurile necesare cu partenerii sai pentru a se asigura ca
nivelul adecvat de protectie a datelor dumneavoastra cu caracter personal nu este subminat.

7. Care sunt drepturile dumneavoastra si cum le puteti exercita?

a. Dreptul de acces al persoanei vizate

Aveti dreptul, in orice moment, sd accesati si s rectificati datele dumneavoastra cu caracter
personal primite de la PSP in conformitate cu articolul 15 si urméatoarele din Regulamentul
(UE) 2016/679 si/sau in cazul in care datele sunt inexacte sau incomplete. in conformitate cu
legislatia nationala si astfel cum se explica in sectiunea 7.3, puteti avea dreptul de acces, de
informare si de rectificare. Cu toate acestea, domeniul de aplicare al drepturilor
dumneavoastrd ar putea fi limitat, in conformitate cu articolul 55 din Regulamentul (UE) nr.
904/2010 al Consiliului, la ceea ce este strict necesar pentru protejarea intereselor mentionate
la articolul 23 alineatul (1) litera () din Regulamentul (UE) 2016/679.

b. Exercitarea drepturilor dumneavoastra

Vi puteti exercita drepturile contactdnd oricare sau toate statele membre in calitate de
operatori de date. Lista portalurilor CESOP nationale serveste la facilitarea contactarii
punctului de contact relevant pe baza codului de tara al contului dumneavoastra IBAN.

In cazul in care considerati ci drepturile dumneavoastra sunt incilcate in vreun fel, aveti
dreptul de a depune o plangere la autoritatea nationald competenta din jurisdictia in care este
posibil sd fi fost incalcate drepturile dumneavoastrd, precum si la autoritatea nationald
competentd care a emis numarul de identificare in scopuri de TVA, in conformitate cu
procedura nationala aplicabila.




c. Restrictii privind drepturile dumneavoastra

De asemenea, aveti dreptul de a va opune prelucrarii datelor dvs. cu caracter personal din
motive legitime si imperioase, cu exceptia cazului in care:

e datele cu caracter personal sunt colectate pentru a respecta o obligatie legala sau

e prelucrarea este necesara pentru executarea unui contract la care sunteti parte sau

e datele cu caracter personal urmeaza sa fie utilizate intr-un scop pentru care v-ati dat
consimtamantul neechivoc.

d. Ce se va face in caz de incilcare a securitatii datelor

In cazul unei incalciri a securititii datelor, vom gestiona incidentul in conformitate cu GDPR
si cu legile noastre nationale.

In cazul in care incalcarea securitatii datelor cu caracter personal poate duce la un risc ridicat
pentru drepturile si libertatile dvs., vd vom informa cu promptitudine pentru a va permite sa
luati masurile de precautie necesare.

8. Informatii de contact

Daca aveti observatii sau intrebari, preocupari sau o plangere cu privire la colectarea si
utilizarea datelor dumneavoastrd cu caracter personal, nu ezitati sd contactati autoritatea
nationald competenta respectiva.

Un rezumat al datelor de contact:

Tipul contactului Referinta

Administratiile fiscale nationale https://ec.europa.cu/taxation customs/taxation-
1/national-tax-administrations _en

Punctele nationale de contact https://taxation-customs.ec.europa.eu/national-tax-
websites_en

CESOP - Lista portalurilor nationale https://taxation-
customs.ec.europa.ecu/document/download/a6ba92
c0-f6ba-4494-9b7f-
3d54725f3d4a_en?filename=CESOP_National Po
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Autoritatea nationald responsabild cu protectia
datelor (GDPR)

https://edpb.europa.eu/about-edpb/about-
edpb/members_en




